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DESCRIPTION: 
 
Facial recognition has become a widely used biometric modality, but the vulnerability of biometric 

systems to presentation attacks is often an obstacle to their reliable use. Presentation attack  

detection methods suggested in the literature, based on analysis of images captured in visible 

light, often fail to cope with generalization for new types of attacks and are sensitive to changes  

in the environment in which biometric samples are captured. Therefore, it is essential to conduct  

research on the potential of multichannel methods for detecting presentation attacks.  

 

The solutions developed in this study aim to improve the accuracy and effectiveness  

of presentation attack detection systems, which will reduce a fraud rate and increase the overall 

security of biometric systems using facial recognition. 
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